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Digital signature certificate checker 

• Features – CA End: 
– Copies of all Digital Signature Certificate issued by 

the CAs will be automatically stored in the Central 
Certificate Repository System. 

 

 

• Features – Client End: 
– Clients can upload any document with Digital 

Signature and receive a status check report (yes/ no) 

 



Digital signature certificate checker 

• Benefits: 
– Currently the licensed CAs send copies of their Digital 

Signature Certificates in CDs. This tool will automate the 
process.  

 

– Currently every copy of the Digital Signature Certificates have 
to opened manually to retrieve and store the necessary 
information in the Database. Information retrieval process will 
be automated by this tool. 

 

–  The end-users will be able to check the status of any Digital 
Signature Certificates easily without performing any technically 
difficult operations.  
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